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Commercial Solutions
for Classified

Commercial Solutions for Classified (CSfC) leverages emerging

technologies to deliver more timely Information Assurance (l1A)
solutions for rapidly evolving customer requirements.

Given constantly evolving mission requirements and the rapid pace of technology advancement,
protecting national security systems and deploying information assurance solutions requires an agile,
scalable process. CSfC enables U.S. government customers to access the latest technologies in order
to achieve their mission objectives. Customers can utilize CSfC capability packages and approved
components to provide solutions for:

» Secure site-to-site communications (VPN CP)
« Secure mobile access (MA CP) I N TH E PAST
» Data at rest (DAR CP) National Information
: Assurance Partnership
» Secure campus wireless (Campus WLAN CP) evaluations

were completed in

1218 MONTHS
» Faster deployment TO D AY

» Latest technologies and capabilities latira iniratin
» Agile, scalable solutions Assurance Partnership
- Releasable to international partners o——— evaluations ——o

* Industry, academia, and government synergy SIEeTleamplEtinltE

* Logistics and lifecycle efficiencies 90 DA I s
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US Southern Command

“...resulting in an estimated savings of over $700K in
maintenance and travel costs each year.”

Composing commercial technologies

into multi-layered, trustworthy
communications...

PROTECTION PROFILES

Jj + Component-level specifications
l + Security standards

") - Vendor supplied
== +NIAP validated

CAPABILITY PACKAGES

= N System-level specifications
¥ *+6 month updates
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*Trusted partner
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= + Solution supplier

oy + Classified information protected
= «Layered security

“CSfC has greatly improved our ability to

field both enduring and episodic mission
partner environment with our partner nations.
CSfC eliminated our hardships of acquiring,
converting, deploying, and maintaining Type-

1 cryptographic controlled items and the
associated keying material. Replacing up to 99
Type-1 devices across our coalition networks
significantly reduced our COMSEC risk
throughout the AOR, man-hour requirements
across the supply chain, and improved our
overall network availability. We realized
immediate savings in deployment times and
costs. In the end, we will save $2.6M across our
Five Year Development Plan and allow us to turn
in or repurpose $1M worth of Type 1 devices.”

- US Southern Command

Air Force Research Laboratory
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“...best solution to meet classified network access
requirements...especially with today’s budgetary constraints.”

“[CSFC] will minimize the cost and complexity
of SIPRNet deployments, streamline operation
and maintenance (O&M) costs, and enhance
security. CSfC provides the USAF with the
best solution to meet classified network
access requirements...especially with today’s
budgetary constraints.”

- Air Force Research Laboratory
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